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Francais Natif

Anglais Intermédiaire

Pentest Web

Développement d'Exploits
Recherche de Vulnérabilités
Pentest Mobile Veille Cyber
Forensique Pentest API
Outillage & Automatisation

Dev Open Source

Reverse Engineering

Gestion de Projet & Livrables

7] RESUME PROFESSIONNEL

Ingénieur en Sécurité Offensive et développeur d'exploits, spécialisé dans la recherche de vulnérabilités, le

reverse engineering et le développement d'exploits de qualité production.

- Actif dans I'outillage offensif, I'automatisation et I'analyse de surface d'attaque a grande échelle.

« Contributeur a des projets open source, notamment Metasploit, avec un focus sur |'exploitation fiable et
réelle plutét que les PoCs autonomes.

« Développe et maintient des frameworks et outils pour le développement d'exploits, I'analyse de

vulnérabilités et la détection a grande échelle.

() EXPERIENCE PROFESSIONNELLE

10/2025 - Présent

01/2024 - 10/2025

onepoint.

08/2022 - 01/2024

© FORMATION

LeaklIX, Chercheur en Sécurité

« Ecriture de plugins de détection de vulnérabilités pour la plateforme
« Mise en place de labs R&D pour reproduire des vulnérabilités n-day
« Veille et recherche de vulnérabilités

Onepoint, Stagiaire en Sécurité Offensive (focus Pentest)

« Réalisation de tests d'intrusion et d'audits de sécurité, avec un focus sur les
applications web

. Evaluations de sécurité pour les APIs et applications mobiles ciblant des clients
dans des secteurs critiques : finance, banque, assurance et secteur public

« ldentification de vulnérabilités avec un impact potentiel sur des infrastructures
sensibles

UPFRONT TECHNOLOGIES, Stagiaire en Sécurité Offensive (focus Pentest)

« Participation a des tests d'intrusion et des audits de sécurité, contribuant a divers
engagements techniques

« Réalisation d'audits et d'évaluations de vulnérabilités

« Développement de compétences en sécurité offensive tout en préparant les
certifications eJPT et OSWP

2022 - 2025

® ™ otERA

= _ CYBER
ol scHooL

2020 - 2022

2018 - 2020

Master - Cybersécurité et Informatique (parcours Expert Technique)

Oteria Cyber School

Licence Informatique, spécialisation Développement Web

Université de Strasbourg

Baccalauréat Scientifique (option Sciences de I'Ingénieur)

Lycée Heinrich Nessel

€ CONTRIBUTIONS OPEN SOURCE

11/2023 - Présent

¥

08/2022 - Présent

[J PROJETS

The Metasploit Project, Contributeur

« Top contributeur en 2024/2025

« Développement de modules d'exploitation pour Metasploit

« Création et amélioration de payloads et modules auxiliaires

« Contribution a la communauté par I'ajout de nouvelles fonctionnalités offensives

LeaklX, Hunter & Modérateur

« Veille sur les CVEs et vulnérabilités 0-day

« Modération des rapports de vulnérabilités soumis

« Signalement de failles de sécurité aux CERTs ou entités concernées
« Rédaction de PoCs pour le développement de plugins

WPProbe - Outil rapide d'énumération de plugins WordPress

LFIHunt - Outil d'exploitation LFI en Python

LeakPy - Outil d'interaction avec I'API LeakIX en Python


https://leakix.net/
https://www.groupeonepoint.com/
https://www.oteria.fr/
https://mathinfo.unistra.fr/
https://lycee-heinrich-nessel.fr/
https://github.com/rapid7/metasploit-framework
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https://github.com/Chocapikk/LFIHunt
https://github.com/Chocapikk/LeakPy
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